POS sm
Social Responsibility Policy

2025.01.01

1A ANA ALE A4S s da A9oRA AAL ¥ ARA TS YA
S,

HY Al FEFQE BAE HE7] Hd dFBANA 2 gALFH AEHY
s T3l AR BAY AsE 8 =9 hl}

AE

“

& W/ BAATAA AFHAY

ofrl

)

3AE MR 2F 9 5 9E 97, 3FD,
Hl Ae Zx]ghc},

Cyber Security Policy

2025.01.01

12 A5 Hok A3E Aol “ll“o‘?f}@l AE XN2ge] &4, A5, v3] Fo=
g 9 IA 2= A mR & e Aoy &AL a3 I

. BE AY2Z IT System AH§ X P A3 S A83}, o] F7|H o= WA dd.
CRE ALE 47 AFH L SZEANE AVEER 488 e
L RE Qe ERud olud U g A A Az i1},

L BE A9 A%do] 9k ARE S} glo] TR ok

rlo

CEE AL 3 A 2 2T EJo] B Je TIPS AR A e

%lrrrz:—‘

Chief Executive Officer
POS SM Co., Ltd




N POS sm
/ Social Responsibility Policy

2025.01.01

1. The company conducts sincerely basic duty in order to keep social responsibility.

2. The company effort to intensify completion capability with sub-contractor through continual discussion
and positive communication in order to make relationship coexistence and co-prosperity.

3. The company forbid that any receiving or offering of cash, gift card, present to the inspectors,
Surveyors and other internal/external personnel which is likely to be assumed as bribe.
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1. All Employees prevent information security accidents in advance, minimizing threats or losses that
could result from loss, theft, or destruction of the information system.

2. All Employees use a safe password on the IT System and change that regularly.

3. All Employees prohibit to use Business Computer and Software for personal use.

4. All Employees prohibit to open when receiving e-mails and attachments from unknown source.
5. All Employees prohibit to share copyrighted material without permission.

6. All Employees prohibit to install the illegal copying software or other programs.
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